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Summary 

1. On November 27, 2003, a GTIAD meeting will take place on the interpretation and implementation of the E-money Directive.
 Although this Directive has been implemented in EU member states, there still appears to be a discussion as to the applicability of the e-money concept on specific types of systems. The GTIAD now faces the challenge to advise on the interpretation of the concept of e-money and e-money institution. 

2. 1.1a2, the Association for E-money Institutions in the Netherlands, is the representative organisation for e-money issuers in the Netherlands. It envisages an e-money market of:

- credit institutions offering e-money products,

- e-money institutions offering e-money in remote e-wallets / m-wallets / ISP-wallets / cable-wallets

- technology providers, supplying white-labelled e-money solutions.

Already we see this market developing, both nationally and in Europe. 

3. One of the main legal problems in the Dutch market is still the un-equal treatment of mobile telecom operators offering e-money and those that use other channels (Internet or e-money card sold through retail outlets). Thus, some non-regulated operators make considerable profits while others have little income and bear the cost of supervision and complying with supervisory rules. 

4. In order to help create a level national and European playing field, 1.1a2 aims to contribute to the current discussion on e-money by providing both a historical overview on the E-money directive and an outlook on the e-money systems in the future. We think such an approach may be useful, in order to see that many arguments that are now on the table, already were presented earlier, were taken into account and actually led to the current lightweight regime for e-money issuers. In addition, the approach shows the pivotal role of a technology neutral approach. 

5. 1.1a2 recognizes that both institutional and market players may view the GTIAD-meeting as a way to influence a regulatory debate in their own interests. However, we would like to stress the need to respect the agreed institutional roles and procedures. The EMI-directive was promulgated. Local regulators have implemented it in various ways. And supervisors are now working on the basis of these local legal frameworks. The current role and competence of the GTIAD is only to clarify the meaning of the two central concepts in the e-money debate: electronic money and electronic money institutions. Having done so, determining the consequences for local regulation are an issue for the local regulators and subsequently affect the conduct of the competent supervisors. 

6. As a consequence of the above, 1.1a2 rejects all suggestions in the debate that come down to agenda coupling (trying to solve the issue by linking it to the discussion on the legal framework in the single payments area) or industry specific lobby-efforts (trying to get an industry specific or technology specific exemption). It should be noted that most of the main e-money players of the future (ISP’s, cable providers, etc) are currently not present at this meeting, although the outcome will be of significant relevance to them. Still, the decision of the GTIAD should also reflect those interests. In order to make sure that all future occurrences of pre-paid payment mechanisms (and whether or not these classify as e-money) are taken into consideration, we have provided a framework that may be helpful. 

7. 1.1a2 notes that the GTIAD-advice will be a historical one for many reasons. It will not only clarify the legal framework for e-money players, but will also set an incentive structure for the conduct of market players and regulators. We hope that the decision will signal to all players, the benefits of acting timely, consciously and properly in the light of foreseeable EU-regulation. If -by any chance- the decision would favour different conduct, it may be detrimental not only for the development of the e-money market at hand, but also for the legitimacy of the European Union and all it stands for. 

1. History of the E-money directive: the need for lighter regulation

In current discussions on e-money we often hear the arguments that the e-money directive has a negative impact on innovation, which has not been taken into account upon its development. In addition, the idea of e-money as a bearer instrument is often mentioned to classify systems as e-money or not. Furthermore, the idea has been that the application of e-money rules to some technologies could not be foreseen. 

This section goes to show that the above issues have all been on the table during the regulatory process leading up to the EMI-directive. We seek to demonstrate that:

- the previous policy stance in most EU-countries on pre-paid, multi-user payment instruments was that any organisation issuing those should be a full-blown credit-institution,

- the need to not hamper innovation has been the basis for a lighter regulatory regime for e-money issuers; simply not-regulating these issuers has never been an issue, given the monetary consequences, 

- the need to be technology neutral has been identified; to this end, the definition element of ‘bearer instrument’ and the mention of specific technology has been eliminated from the e-money definition.

1.1 Where did it start?

In the early 1990s a number of pre-paid electronic payment products were developed. These products allowed consumers to purchase electronic cash that was often represented on a card. The products were marketed as new, innovative, anonymous and easy ways to pay for the provision of goods and services. As such, these products, with names as Danmønt, Mondex en Primeur Card received considerable attention in local and international press. 

Interestingly, most of these products were developed by non-bank organisations, which meant that the banking industry was rather wary. The commercial banks started to investigate the technologies and determined that their best bet would be to quickly build, design and introduce e-money systems themselves. This resulted in the introduction of a multitude of local electronic money schemes in Europe, such as Proton in Belgium, the Chipknip in the Netherlands, Quick in Austria. Given the reactive nature of this product development, the commercial take-off for these schemes was limited. Some may have been disappointed by this slow uptake (van Hove, 2000). Yet, the schemes were successful in at least one way: they helped the commercial banks in their goal to prevent outsiders and non-banks entering their domestic markets. 

The commercial banks were not alone in their worries. Given that some of these new products were based in the Netherlands, the Dutch central bank decided to step up and become the chairman of a task force of European central banks (Duisenberg, 1995). This task force investigated the consequences of these new products and delivered a report with the title: “Report to the Council of the European Monetary Institute on Prepaid Cards”. The title indicates that at that point in time, the focus was on pre-paid cards that could be used for a variety of purposes (multi-purpose). The report was written under the auspices of the European Monetary Institute and can be viewed as the first formal policy statement on electronic money. Essentially, the policy stance was that organisations that issued these pre-paid multifunctional cards could be considered to take deposits from the public. Consequently, the issuing organisations needed to be supervised under the regular banking supervision law (EMI, 1994). 

During the next years of market development, the EMI-report became the benchmark policy stance that was adopted by most central banks and financial supervisors in the world. Many countries decided to limit the issuance of pre-paid cards to credit-institutions. And for a while, that was the end of the debate.

1.2 Not only cards but also the Internet: more policy reports, e-money and regulation as a bank

With the advent of the Internet came the rise of a very high profile company: Digicash. The company had developed a digital coin based payment system with the name e-cash. In principle, the ground rules for its further commercial exploitation were similar to those rules for pre-paid cards (either become a credit-institution or work closely together with one). However, the use of the Internet as a transport medium for payments gave rise to additional concerns. What would happen with regular payment systems if these systems were to be widely used? How would bank supervision work if consumers in country A would use a system that was operational in country B? Was it sufficiently safe? Which effects would the use of the system have on monetary policy of central banks? 

In the second half of the 1990s, central banks, Ministries of Finance and banking supervisors further investigated the consequences of e-money on monetary policy, payment systems and prudential supervision (see the references). The main position of central banks and supervisors in Europe is best illustrated by the statement, in a lecture for the IBIT Forum in Basle on June 11, 1996, by Wendelin Hartmann, a member of the Directorate of the Deutsche Bundesbank: 

"Consequently, the EU central banks have agreed as an initial step to ensure, above all, that this development is subject to control. In all EU countries, therefore, legal initiatives have been set in motion, as a result of which only credit institutions which are subject to banking supervision will be allowed in future to issue multi-purpose prepaid cards." 
So how did this supervision work out in practice? Let us compare the Netherlands and the United Kingdom. 

In the Netherlands, the Ministry of Finance and De Nederlandsche Bank formally stated that no change of laws was required to implement the EMI-policy stance. The issuance of pre-paid multi-purpose payment cards could under the current legislation be considered to constitute a banking activity.
 In the United Kingdom, the regulation did not allow a similar interpretation of the law, given the different local definitions of banking and credit-institutions. The UK-based e-money company Mondex produced a legal opinion that clearly outlined that it could not be viewed as a credit-institution under the UK bank regulation. Therefore, by the looks if it, the United Kingdom was to become the country from were any e-money company would want to start doing business. 

At that point in time, the market also saw all kinds of new Internet-based e-money products being introduced in the course of an overall Internet-hype. The first Internet-banks came into existence and credit-card companies started working together to make safe payments over the web a reality. Meanwhile regulators were implementing the EMI-policy stance, leading to a diverse regulatory  landscape. Germany, France and Spain implemented the EMI-policy position through actual changes in legislation. The Netherlands did not change the laws but limited the issuance of electronic money by applying existing bank supervisory legislation. Belgium and Austria did not worry, as the issuers of electronic money were in fact all banks, while the UK remained the country were no bank license was needed to be operational. 

As a practical example of the application of the current banking legislation in the Netherlands, we can take the KPN-phone card. The card was a pre-paid card and could be used in phone boots of KPN only. Deliberations with the regulators learnt KPN that it could only use the card for other payments (vending machines etc) if it would actually own and operate the vending machines. If not, the pre-paid funds would be viewed as deposits and KPN would  need a license. KPN from its side solved the issue by setting up a joint venture with Postbank and by jointly issuing the Chipper product. 

1.3 The need for a directive on electronic money

Observing the legal and market developments, the European Commission realised that it would make sense to develop a harmonised legal framework that specified under which conditions companies would be allowed to issue electronic money. The idea was that it should not be strictly necessary to be a bank to issue electronic money. Or as Commission official Mr. Troberg put it:

"Only banks can issue these instruments" is a very common view. The Commission thinks this might be a bit narrow. There are important examples in European and other countries where this doesn't happen.” 

The initiative of the Commission gave rise to concern within central banks. Therefore, a lot of effort went in convincing the public, the European Commission and the European Parliament of the need to properly supervise all issuers of electronic money. The relevant communications in this respect are:

- the opinion of the EMI Council on the issuance of electronic money (EMI, 1998),

- the electronic money report (ECB, 1998), 

- the opinion of the ECB of 18 January 1999 on the Commission proposal for the e-money directive (ECB, 1999).

If these communications show anything, it is the need to be able to control issuers of electronic money through the application of a wide variety of regulatory means (applicability of cash reserves, obligation to redeem electronic money, application of prudential supervision). 

Given the position of the central banks, the Commissions challenge was to strike a balance between the need to supervise electronic money systems appropriately (and ensure a level playing field between issuers of electronic money) and the need to allow new companies and systems to innovate and develop systems that could be beneficial to electronic commerce. We can see what has happened during this process by comparing the draft proposal (EC 1998a) with the final EMI-Directive (2000) on the issues of:

1- the definition of electronic money; which first contained a reference to technologies. This reference was later removed, while an extra phrase was included to prevent the circulation of e-money that was issued at a discount,

2- the initial capital requirement; which was raised from 500.000 ECU in the draft to 1 million Euro in the final Directive,

3- the waiver regime; in the first draft schemes with a total amount of e-money in circulation of 10 million ECU could be subject to a waiver. In the final version this was reduced to 5 million euro,

4- the redeemability requirement; which was a contractual choice for issuers in the draft directive but turned up as a full obligation in the final Directive.

In summary, the end result was the EMI-directive (2000) that defined a dedicated supervisory regime for new companies that only were to issue electronic money. This dedicated regime was modelled after the supervisory regime for credit-institutions. As a result, electronic money institutions were categorized as a special type of credit-institutions (Vereecken, 2001). The electronic money institutions need to:

- have initial funds of an amount of at least 1 million Euro,

- invest the funds received by customers in liquid assets,

- only perform business activities that are closely related to issuing electronic money (and may thus - although formally a credit-institution- not grant credit to customers),

- ensure sound and prudent management, administrative and accounting procedures and adequate internal control mechanisms, 

- redeem electronic money at par value upon request of the consumer,

- comply with identification and suspicious transactions reporting requirements. 

2. The implementation of the EMI-directive

Some participants in the e-money discussion claim that the effects of the EMI-directive, notably to the telecom segment of the payment industry could not be foreseen. This argument would back a change in the wording or application of the EMI-directive. In this section, we will show that the effects on the telecom sector were actually foreseen but have been overlooked. We also stress the need to think beyond today’s technology and current players involved in order to avoid overlooking other industries that, as the next big issuers of e-money, will have a stake in this discussion as well. 

2.1 Telecom operators may be e-money issuers 

In 1999, the European Telecommunications Network Operators' Association reacted on the proposal for the EMI-Directives with a position paper that stated: 

“ETNO Members will be heavily involved in the provision of e-money services at two levels:

· as Network Operator: the party offering transmission capacity, switching and routing which allow e-money systems to operate. 

· as potential Issuer: the party that provides the e-money payment services. 

The extent to which ETNO Members fulfil these different roles varies widely, but most either are or are planning to be active in both in the near future.”

Also, in July 2000, a number of authors at the European Payment Systems Observatory concluded that the Directive might be relevant to a wide range of payment service providers, amongst which the mobile telephone operators. One actually suggested that regulators and industry further investigate these issues.

“The adapted infrastructures and billing engines from mobile phone network operators may fall under the future local legal implementation of the EMI-directive and (for the billing part of it) under local law with respect to payment instruments. It appears to be useful, therefore, for mobile phone operators and regulators to further consider and discuss the potential legal consequences of the current technical developments. Regulators may benefit from this discussion and be better able to decide on the best local implementation of the EMI-directive. The mobile phone network operators may benefit by better understanding the supervisory consequences of some of the technical choices to be made.”

Regrettably, only a few regulators (the Financial Services Authority, Austrian government) and market players took the time to extensively anticipate and investigate the consequences of the EMI-directive. Others may have had the misconception that e-money was not going to happen. Thus, spending a lot of time on the implementation of a directive for an obscure market would not be justified in the face of their other regulatory responsibilities. Similarly, market players, noticing the lack of regulatory and supervisory compliance activity may have simply decided to only worry about compliance issues only at that point in time where they would actually hit the radar-screen of the supervisor.

As for the mobile telecom sector, the first real visible awareness of the relevance of the EMI-directive is reported in an article of Cellular Online of June 13, 2002:

“The European Commission has been told to hold back from regulating 3G too tightly if it wants Europe to become a fully broadband-enabled society 

Europe's mobile phone companies are urging the European Commission to interfere as little as possible with the rollout of 3G services, amid concerns that forthcoming legislation on e-money could damage m-commerce.”

2.2 Implementation progress: slow 

Research by 1.1a2, conducted in October 2002
, showed that the timeline for the implementation of the EMI-directive had only been met by a small number of the European Member States. It also showed that the definitions of e-money, used in local regulations and supervisory approaches vary considerably:

- Austria and Ireland have specified the maximum amount of e-money to be stored on an electronic device (2,000 and 5,000 euros, respectively). We assume that this choice has been made in order to demarcate the payment function of e-money,

- In Spain and Austria, specific clauses have been formulated in the law itself to confirm that funds received from the public do not constitute a deposit if these funds are exchanged for e-money (this understanding is reflected in the FSA Handbook),

- in the Netherlands, e-money is more broadly defined as ‘moneyvalue on an electronic device’,

- in Sweden, e-money is defined as ‘a monetary value representing a claim on the issuer and which, without existing in a individualised account, is stored in an electronic medium and approved as a means of payment by others than the issuer.’ 

As to the definition of e-money institutions, the research found two basic approaches. Under the first approach, an electronic money institution is identified as a subcategory of credit institutions (Austria, Germany, the Netherlands, Spain, Portugal). The second approach views the electronic money institution as an organisation that issues a payment instrument in the form of e-money and has a license to do so (Ireland, Denmark, Sweden, United Kingdom). We attributed this difference to need to incorporate the EMI-directive within an already existing legal framework. 

With respect to the regulatory opinion on the role of mobile operators as possible e-money issuers, we found that some regulators/supervisors had not fully paid attention to market developments in the mobile telecom sector. More specifically, the magnitude and structure of the premium SMS market had gone largely unnoticed, until the moment that the mobile telecom operators urged the commission to be exempted from the Directive. 

2.3 Other industries will be involved as well

In our position paper of November 15, 2002, we focused on the SMS-market to make a point with respect to the desired technology neutral application of the directive. However, the essence of our point was never meant to be limited to a particular industry or technology segment. Already now we can see that important future providers of e-money will be the fixed line telecom operators (that start offering pre-paid facilities on a fixed line phone), the ISP’s (using pre-paid credit-mechanisms to allow users to buy and sell digital content on the web and to allow Voice Over Internet), transport companies offering pre-paid proximity tokens, cable providers that are competing with ISP’s and are branching towards facilitating home-shopping and video on demand via tv. Not only will these issuers compete for the same customer, the range of technologies involved will be very similar. SIM-cards, telephone’s, WAP-pages, PDA’s, I-mode, etc. will be used to deliver services (and bill) the consumer. 

Whereas we understand that the current debate in the GTIAD meeting may focus towards the telecom-segment, we would like to assist in identifying other foreseeable pre-paid payment mechanisms from other sectors and players. We have therefore included a taxonomy on e-payments in Annex 1. This taxonomy may help in determining how the considerations of the GTIAD with respect to definition issues will affect future products and suppliers. It may also help determining whether the GTIAD considerations pass the test for the expectations: level playing field and technological neutrality. 

3. The application of the rules in practice 

As the history of the EMI-directive and its implementation shows, there can be a considerable gap between high-level regulators that are discussing legal rules and the effects of these rules in practice. 1.1a2 therefore welcomes the opportunity to elaborate on the application issues that are relevant to the Dutch situation. By doing so we want to point out that the need to ensure a harmonised perspective on e-money in Europe does not automatically translate into an identical legal implementation in the different member states. 

Any GTIAD-advice or policy stance should be developed with the view of aiding the local legislator with the solution in his or her own country. So, if for example the GTIAD is the opinion that the technological neutrality aimed for in the EMI-directive is in contrast with defining e-money as a bearer-instrument; the result will be different for different countries. Sweden will certainly have to change its laws, while other countries may codify this meaning into new versions of the supervision law. 

3.1 What happened in the Netherlands: rules and players

As a part of the effort to implement the EMI-Directive, the following rules and regulations entered into force on July 1, 2002:

a) an adapted version of the Act on the Supervision of the Credit System (ASCS), 

b) an adapted version of the exemption regulation in respect of the ASCS, 

c) an adapted version of the “policy rules core-definitions market-entry and compliance”,

d) a new “Regulation on electronic money institutions”. 

The formulation of the first of these two regulations took place under the responsibility of the Ministry of Finance. Effectively the two regulations implement the EMI-Directive and its exemption rules. The specific contents of the rules are therefore not repeated here. What makes the Dutch implementation unique however, is the deviation from the regular definition in the EMI-directive. Whereas all other EU-countries chose to translate the definitions in the EMI-directive, the Dutch regulator decided to re-divide the definitions (see box 1) and broaden the concept of electronic money. 

As for the regulations mentioned under c) and d), the Dutch central bank took the initiative, in its role as the future supervisor to release two policy documents for consultation in the third week of May 2002. The first consultation document relates to core-definitions and discusses what must be understood with specific wordings such as: attracting deposits etcetera. The second document specifies the operational rules and regulations that are relevant to e-money institutions under the new adapted ASCS). For this last consultation document, market players were given a timeframe of eight calendar days to react.

Effectively, at July 1, 2002 the following players were active as electronic money institutions:

- IC company, that offered an Internet-based prepaid gift voucher system, www-bon,

- small Internet players with pre-paid multi-purpose payment systems,

- two new companies in the mobile phone domain (Global Payways/Moxmo and EWLH/Digipay), offering remote pre-paid wallets with electronic money,

- five mobile operators, allowing their pre-paid money systems to be used not only for payment of their own airtime but also payments to other companies (via premium rate SMS- and 0900-services).

As these players were all active in the market, they would fall under the grand fathering clause of Article 9 in the EMI-directive. This article states that those companies shall be presumed to be authorised if they are active as e-money institutions at a date before the implementation of the Directive. In the Netherlands, it has been implemented through article 112 of the ASCS that obliges these existing e-money companies to notify the central bank of their existence and to provide all the necessary information. 

Box 1: E-money definition in EMI-directive and in the Netherlands

	The original definitions in the EMI-directive are:

-“electronic money" shall mean monetary value as represented by a claim on the issuer which is:

(i) stored on an electronic device;

(ii) issued on receipt of funds of an amount not less in value than the monetary value issued;


(iii) accepted as means of payment by undertakings other than the issuer.

-"electronic money institution" shall mean an undertaking or any other legal person, other than a credit institution as defined in Article 1, point 1, first subparagraph (a) of Directive 2000/12/EC which issues means of payment in the form of electronic money;

The definitions in the ASCS are:

-Electronic money is money value on an electronic device.

-An electronic money institution is an institution that is not the regular credit-institution (under article 1.1a1 in the supervision law) but that receives funds in exchange for which e-money is issued that can be spent with others than the organisation or institution that has issued the e-money.

Additionally, section 85b of the ASCS 1992 provides that the electronic money issued should represent a value which at least equals the value of the moneys received for the electronic money, and that the issuing institution should always exchange electronic money, at the request of the holder of that money, for cash or non-cash funds (with the proviso that only the costs incurred for the exchange may be charged). 


3.2 E-money issuers still need to be a full blown bank  (July 2002-January 2003)

The compliance activities of the central banks first of all focused on the smaller institutions in the market. The first hurdle for these e-money institutions to take was to convince the central bank that their product actually was electronic money. In most of the early discussions and contacts in the second half of 2002, the central bank viewed all e-money systems as attracting deposits (the old policy point of view). The central frame of reference was the existing e-money product of the Dutch banks, Chipknip. This is a system in which the balance of e-money resides on the IC-chip that is in the hands of the consumer. In line with this reference model, the central bank claimed that any system in which e-money would reside on a central Internet-server (or mobile phone network) would not be e-money as these systems would involve a form of accounts and would thus be best classified as banking or taking deposits. 

Through the publication of a position paper on electronic money and electronic money institutions, 1.1a2 (the non-bank e-money association) tried to demonstrate that the specific technical form or geographical location of an e-money balance could  - given a technology-neutral implementation of the EMI-directive - not be a relevant criterion to distinguish between banking and e-money systems (1.1a2, 2002). 

Then, on January 9, 2003, the supervisor published an additional interpretative letter: 

The Bank therefore finds that both systems involving funds stored on a device in the possession of the user and systems involving a central accounts administration and named and/or numbered deposits in ‘remote’ storage may be covered by the definition of electronic money as given by the ASCS 1992. Both kinds of systems may involve ‘monetary value stored on an electronic device’ and therefore both systems may in principle satisfy the defining condition as included in section 1(1), under a(2°) of the ASCS 1992 of being an entity ‘which receives funds in exchange for electronic money’ (De Nederlandsche Bank, 2003a)

Effectively the consequence of this interpretation was that neither the new e-money players, nor the mobile telecom operators had to fear that the central bank would view their e-money activities as banking or taking deposits. They could now opt for the e-money route. In addition, the interpretation allowed smaller players to make the case that their activities would fall under the exemption rules for small e-money issuers (which was previously impossible, given that no exemption rules exist for small deposit attracting). 

3.3 April 2003: exemption of ACSC for mobile operators 

In July 2002, the Dutch mobile telephone companies were still discussing if pre-paid money on mobile phones would constitute e-money as defined in the law and the Directive. Pending these discussions, no notification occurred under 112. In addition, no further compliance measures were taken by the central bank vis à vis the Dutch mobile telephone companies. In the period up to April 2003 this created a de facto non-level playing field that severely affected the market positions of our members. 

On April 15, 1002, the central bank formalized its de facto compliance position in a letter:

‘The present position of the Nederlandsche Bank (DNB) is that prepaid airtime with a mobile

telephone operator, that may be used to pay for PRS, does not constitute electronic money as

defined in the ASCS 1992. Mobile telephone operators offering prepaid mobile telephony services including PRS therefore do not fall within the scope of the ASCS 1992.’

As a result, at this moment the mobile telecom operators in the Netherlands cannot be viewed as electronic money institutions, nor can their activities be viewed as relevant under the ASCS (deposit taking). Legally this position remained unexplained; the central bank does not argue based on the definitions in the ASCS. It stated its conclusion and explained that this conclusion would be valid only for those companies that own a mobile phone network (De Nederlandsche Bank, 2003b). 

In the letter, the central bank does not discuss or motivate the consistency of its point of view with the legal definition of e-money in the EMI-directive, the ASCS and with its own previous policy rule of January 9, 2003. Second, the central bank does not explain on what grounds it would have the authority to reformulate exemption rules; formally this authority lies with the Ministry of Finance. Third, where it actually provides a group wise exemption of ASCS rules, it arbitrarily limits this exemption to the class of e-money issuers that operate a mobile network and does not extend it to e-money issuers that operate an Internet based network. 

As the motivation for its point of view, the central bank suggests that the European Commission point of view is that premium rate telco services were never meant to fall under the EMI-directive. Interestingly, the contrasting point of view of the European Central Bank is not discussed:

The definition of e-money in the Directive is broader than the definition used by the ECB and can include - in addition to card and software-based e-money schemes - schemes that operate on the basis of accounts.(ECB, 2003, p 64). 

The net result is that at the moment there is no level playing field for e-money institutions in the Netherlands. Third party operators continue to collect pre-paid funds of mobile phone users for the payment of ringtones and logo’s etcetera while mobile telephone companies may continue to offer these prepaid payment/collection services without any of the rules of the ASCS being applied. 

Meanwhile smaller non-telco operators of similar services need to comply with all the relevant ASCS-rules including the duty to redeem electronic money at par. In this respect, it should be noted that the number of these smaller players has increased considerably. New e-money entrants to the market are: Softpay, Secoin, Wallie-Card, Payvision, Teletik. Also, ING has launched its e-money product Way2Pay (an e-mail system, comparable to Paypal) in the Spring of 2003 and Rabobank will issue its product later this year. All players do so in the estimation that the pre-paid market will be the growth market for quite some years to come. 

3.4 Legal framework: practical consequences

In order to fully understand the legal payment framework in the Netherlands it should be noted that most payments related activity in the Netherlands is somehow regulated. Credit-institutions and e-money issuers need to comply with the well know prudential requirements (full-blown or light weight regime). Exempted e-money issuers need to periodically report their e-money float and need to comply with Identification and Suspiscious Transaction Reporting rules.

As to the position of (Internet) payment systems service providers, the central bank views these as credit-institutions if they hold the funds of the customer on an intermediary account for a period longer than 5 days (article 7.3 in the Policy Rules of the central bank (De Nederlandsche Bank, 2002e). Given this regulation the central bank has had discussions with PSP’s on the appropriate way of organising their business. As a result all PSP’s have ensured a separation of customer funds from the business capital and quickly pass on payments to the merchant. 

Money transfer agents also are regulated and registered institutions that have to fulfil similar criteria as e-money institutions (integrity check, proper administration etc.). Moreover, although there is no specific redeemability requirement for these money transfer agents, they do have to show a bank guarantee to the central bank to demonstrate the ability to fulfil the obligations of the customers. Anti-money laundering rules and identification rules apply. 

In practice, it can be viewed that for all players that act as payment service providers or issuers of payment instruments (regardless of the pre-paid nature) the same set of rules apply:

- management of the institution needs to be competent,

- its financial administration must at least provide for a separation of the funds of the consumer from the funds used in the business,

- customer funds need to be protected either through deposit insurance, bank guarantee or redeemability requirement,

- identification and suspicious transaction requirements apply, regardless of size of the business.

Looking from the perspective of the telecom operator, the situation in the Netherlands still is that a telecom payment service provider may be viewed as a credit-institution (if it pays out its m-merchants more than 5 days after the actual payment out of the airtime occurred) or (of one of the m-merchants pays out cash for e-money on a location elsewhere in the world) as a money transfer agent. And then an e-money like regime would apply. In fact, even without regulatory rules being applicable, any sensible organisation of payment business would be along the lines of the rules mentioned above

One might ask the question if being exempt from bank regulation makes sense in the long run. We observe that as a result of the supervision of money transfer agents, criminal activity and money laundering activity moved into the telecom domain, where no identification and suspicious transaction reporting occurs. If the current e-money and ACSC exemption for Dutch operators remains in place or is endorsed by the GTIAD, it is not the question if a telecom operator will be the subject of criminal and money laundering activities, but when. Subsequent questions will be:

- if the financial impact of a possible fraud (both direct fraud costs and liability claims) in the telecom domain leads to a bankruptcy for the telecom operator

- how it could have been possible that an organisation that has moved around so much funds from customers to merchants has been exempt from banking supervision. 

3.5 The role of the GTIAD

Given the implementation specifics, 1.1a2 would like to stress the need to respect the agreed institutional roles and procedures. The current role and competence of the GTIAD is only to clarify the meaning of the two central concepts in the e-money debate: electronic money and electronic money institutions in relation to the possible technologies and market players. Having done so, determining the consequences for local regulation is an issue for the local regulators. These will have to (re)consider how to fit the advice in legislation, which will subsequently affect the conduct of the competent supervisors. 

4. Outlook

The position of 1.1a2 in the discussion on the application of the EMI-directive has always been that the European Directive is the codification of a number of justified expectations with respect to the future role of both market players and regulators. These essential expectations are:

1- electronic money" is monetary value as represented by a claim on the issuer which is:

(i) stored on an electronic device; (ii) issued on receipt of funds of an amount not less in value than the monetary value issued;
(iii) accepted as means of payment by undertakings other than the issuer.

2- e-money is subject to regulation with a regulatory regime similar to that of banks, but specifically designed for e-money institutions,

3- all e-money issuers will be treated equal, the goal of the directive is to ensure a level playing field 

4- the rules of the directive apply, regardless of the specific technology used.

We assume that all European citizens, civil servants, institutions and enterprises adhere to the European principles and the democratic and institutional arrangement that they are subject to. Therefore, it is justified to expect that all market players and regulators will live up to the essential expectations mentioned above. In our view these expectations should be at the core of the debate on the EMI-directive. 

We understand and respect the fact that the implementation of the EMI-directive has asked more time than expected and have tried to contribute to a constructive discussion on the application of the EMI-directive. Both this working paper and the previous position paper (November 2002) serve this purpose. Yet, at this point in time, what the market needs is a clear signal as to the wide nature of the e-money directive. It simply applies to all kinds of arrangements where pre-paid instruments are being used to pay not only for services of the issuing organisation but also of those of third parties. Some of these instrument have today been identified, but the majority of these instruments is not yet on the market. Therefore we urge the GTIAD to not assume that this debate is only about the position of telecom operators and SMS-premium services but to take into account the future developments as well. 

We note that the GTIAD-advice has a direct relevance to the e-money market. But we would like to stress that it also signals an incentive structure for the conduct of market players and regulators. We sincerely hope the GTIAD-advice will demonstrate that it pays to timely anticipate and prepare for EU-legislation rather than the opposite.

1.1a2 would like to flag the relevance of money laundering and identification requirements to all the debates on the financial sector. In a case where these requirements would not be applied to a specific business sector, this sector may most likely be the channel for criminal behaviour. In addition, we would like to note the relevance of the interchange-fee discussions of the European Commission for similar agreements outside the banking domain. If the Commission pays attention to payment instruments with a high merchant service charge (based on an unlawfully high interchange rate) such attention should also include future payment mechanisms that currently operate on service-charge levels that are high above the average levels in payment industry. 

Finally, 1.1a2 expects the GTIAD to act strictly within its mandate. It should not step in the place of local regulators but guide these regulators with an advice to be further used locally in order to achieve a harmonised European approach. Also, given the goal of the European Union to create a single internal market based on fair competition, we do not expect a lower-level advisory body of the European Union to establish rules that violate these principles as well as the above mentioned justified expectations by effectively allowing an unregulated niche beyond the exemption regime as defined in the EMI-Directive. 

Annex 1: E-payments taxonomy

Simon Lelieveldt en Douwe Lycklama 

In the past three years we have witnessed the development or introduction of more than twenty (mobile) e-payment solutions in the Netherlands. Banks, telecom companies, new entrants, retailers and credit-card companies have all been involved in developing specific solutions. A lot of experience and know-how has thus been accumulated at the supplier side of the market for mobile payment products. But the downside to the multitude of solutions available is that it is more difficult for investors, merchants, regulators and consumers to evaluate value and appreciate these solutions. On a European scale, this problem is even bigger. 

In order to better understand the scope and possible use of the different initiatives we have set out to develop a taxonomy to classify mobile payment solutions. This taxonomy serves to identify the specific nature of e-payment systems and allows the identification of alternative payment solutions. The e-payments taxonomy can thus serve as a framework for strategic analysis, but also as quick reference to monitor the latest developments. Also, the framework may be useful in the context of the ePSO work of the European Central Bank.

Its main features: building the payment value chain

Although e-payment solutions come in many forms and shapes, we believe that it is essential to be able to recognize the value chain of payment transactions. Therefore we use the following six features as the basis for our taxonomy (see Figure 1): 

- the business context

- the technical device of the customer

- the mode of communication.

- the main authentication method

- the payment model

- the type of payment supplier
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Figure 1 - The e-payments taxonomy as a payment value chain

Our taxonomy can be understood as a value chain or flow diagram for electronic payments. Any e-payment occurs in a certain business context, be it remote banking or the physical point of sale. The users of e-payments will possess a device to initiate the transaction. Then, the payment transaction will be effected using specific communication channels and authentication methods. These technical means may vary depending on the nature of the payment (is it pre-paid or will it be charged later) or the nature of the company that supplies the payment method (a bank, a billing service provider).

Refining the taxonomy

Business context

The success of a payment instrument is very much determined by the alignment with the business context in which it is used. Understanding the business context is therefore quite important. To this end, many distinctions may be made.  

A first distinction is between situations in which consumers are offered a choice of payment instruments and those in which they are required to use a specific payment instrument (or have to forego consumption of the good/services offered). An example of the latter situation is that public parking in Rotterdam requires consumers to utilize the joint banks’ payment product Chipknip. 

Another distinguishing feature is the difference between banking and shopping. Consumers will have a very different mind set when doing their finances and budget administration when compared to their shopping behaviour. Within these main categories it is possible to further identify repetitive payments/shopping decisions from those that are incidental and require a more indepth evaluation of available options. Or we could chose to separate routine from impulse behaviour. 

We could also classify payments according to their physical characteristics. On the one side of the spectrum we would have the home situation where bank administration occurs, while the typical other end of the extreme would be a shop with staff operating a Point of Sale terminal at the counter. Inbetween we could position unmanned payment terminals and shopping on the Internet. 

Other features that may be used to analyse the business context are the value of the payment (which will be related to the risk profile and income of the consumer) or the type of goods/services that the consumer pays for. 

For the purpose of our paper we have decided to blend the dimensions banking-shopping, remote / on-site and type of services delivered into the following specific business contexts:

- A consumer doing his banking at home; e-payments are effected as part of administering financial affairs, which also include savings, investments and loans,

- A consumer ordering digital or audio content; e-payments and delivery of the digital content may in a technical sense be integrated or coupled

- A consumer that is shopping on the Internet; 

- A consumer that uses unmanned Point of Sale vending machines,

- A consumer that uses staffed Point of Sale payment terminals.

Device 

The payment devices that we distinguish in our taxonomy are:

- the personal computer

- the landline telephone

- the Point of Sale terminal / payment card combination 

- the GSM phone

- the Personal Digital Assistant

- the (proximity) token.

These devices range in their processing, communication and security capabilities as well as in their availability to consumers. 

Mode

With respect to the nature of the interaction with the consumer, we distinguish the following modes: 

- Internet or IP-based networks

- Interactive Voice Response  (IVR) or Automated Speech Recognition (ASR)

- Short Message Services (SMS) or Multimedia Messaging Services (MMS)

- Wireless Application Protocol (WAP)

- Unstructured Supplementary Service Data (USSD)

- I-mode or WAP over General Packet Radio Service (GPRS)

- Wireless Local Area Network (WiFi)

Authentication

We will not discuss the technicalities of proper authentication methods and how to achieve a security and risk level for payment solutions that fits the business context. We merely outline the main techniques:

- the combination of a card and a Personal Identification Number (PIN)

- the combination of user-id / password

- Calling Line Identification (CLI)

- the use of a Transaction Autorisation Number (TAN) or PIN

- Subscriber WAP Identity Module (SWIM)

Payment type

Both in terms of risks involved as well as in terms of applicable regulation, it is necessary to separate solutions with respect to the moment that consumer pays for the goods/services 

- payment before delivery of services (first load electronic purse and then use electronic money for payment),

- payment at the moment of transaction (immediate authorization and allocation of money in the consumers current account),

- 
payment after the purchase transaction (delayed payment by billing and debiting the consumers account on a later date).

Payment supplier

The final part of our taxonomy identifies the supplier of the e-payment solution as 

- a regular bank or credit-institution,

- an electronic money institution (a credit institution dedicated to issuing and redeeming electronic money)

- a payment service provider (a service organization that processes and routes payments and payment information on behalf of merchants),

- a billing service provider (an organization, such as the telephone company or the internet service provider, that has a billing relationship with consumers and may acts as a billing service provider).

In figure two, we have depicted our detailed e-payments taxonomy. It focuses on the transaction part of retail payments, so the further issues in the clearing and settlement domain remain out of scope. 

Figure 2 - The E-payment taxonomy 
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About 1.1a2, The Association for E-money Institutions in the Netherlands

Background 

As of July 1, 2002, the Dutch supervision law has been adapted to implement the EMI directive(s) that stipulate the supervisory regime under which non-bank companies may issue means of payments that serve as e-money. The new articles in the supervision law define a role for a representative organisation of e-money issuers. Such a representative organisation will, after having officially been declared 'representative' by the Ministry of Finance, be allowed to discuss the guidelines for supervision of e-money institutions with the competent supervisory authority. 

Given this legal framework, the organisation 1.1a2 was established on June 10, 2002 to represent the new e-money institutions in the Netherlands. Its name, 1.1a2, is derived from the specific article in the supervision law that defines e-money institutions as those organisations that are not the traditional banks (under article 1.1a1) but that do issue electronic money to be used to pay other organisations than the issuer of e-money. In line with the definitions in the supervision law, membership for 1.1a2 is limited to the non-traditional bank players. 

Membership

In the months before its establishment, 1.1a2 has assured itself of the commitment of new players in the market. Its members issue electronic money and are active as technology providers for issuers of electronic money. In line with the goal to represent the interest of its members and other e-money issuers in the Netherlands, 11a2 has asked the Ministry of Finance to be formally recognized as the representative organisation of e-money issuers. On June 30, 2003, the Minister of Finance published this recognition.
 

Activities

On June 11, 1.1a2 held an informative half-day conference on the upcoming changes in legislation and the effects for market players. Following up on that, 1.1a2 maintains information on the applicable rules for e-money issuers on its website (http://www.11a2.nl/). 

1.1a2 advises the smaller players in the market (those that fall under exemptions) and also published a position paper in November 2002, urging European regulators and supervisors to: 

- apply the legislation in a technology-neutral way,

- ensure a harmonised interpretation of rules/guidelines across the European member states. 

Organisation

The founders of the association are Kees Klomp (chairman) and Simon Lelieveldt (secretary/treasurer and author of this working paper), both active as independent consultants. 




























































































































� In this document we use the term EMI directive to refer both to Directive no. 2000/28/EC and Directive no. 2000/46/EC of the European Parliament and of the Council of 18 September 2000.


� The Ministry of Economic Affairs did not subscribe to this point of view and formulated a minority position in the end report of the joint regulatory working group. Their position was that in order for innovation and competition to thrive, non-banks should also be allowed to issue electronic money products.


� This position was explained in a speech by a representative of The European Financial Services Directorate of the European Commission at an IPTS-workshop in Amsterdam. See Grigg (1999). 


� ETNO Common Position on the proposal for European Directives on the taking up, the pursuit and the prudential supervision of the business of electronic money institutions, CP 60 (06/99)


� July 2000, EPSO Newsletter nr 1, Where EMI-directive and mobile phone payment systems will meet ...


� � HYPERLINK "http://www.11a2.nl/docs/empp1511.doc" ��Electronic Money and E-money Institutions�, Amsterdam, November 15, 2002.


� Ministeriële regeling houdende de aanwijzing van representatieve organisaties ter uitvoering van artikel 1, eerste lid, onderdeel d, van de Wet toezicht kredietwezen 1992 (Regeling aanwijzing representatieve organisaties Wtk 1992), 19 juni 2003/Nr. FM 2003-0840 U, Directie Financiële Markten
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